
 

 
 

  NOTICE OF PRIVACY PRACTICES 
 

 
 
The following “Notice of Privacy Practices” contains important information about how your medical 
information is used and protected by the Salish Behavioral Health Administrative Services Organization 
(SBH-ASO).   
 

The SBH-ASO maintains only a limited amount of medical information at its regional offices associated 
with your services and related billing information.  Requests you might have for information associated 
with your services should be directed to the agency where you have accessed services.  
 
This Privacy Notice is written and given to you to assist in understanding a law called the Health 
Insurance Portability and Accountability Act (HIPAA), and includes the following information:  

 

• Section 1 of the Notice of Privacy Practices tells about the responsibilities that the SBH-ASO 
has about keeping your medical information private and giving you a copy of the notice. 

• Section 2 of the Notice of Privacy Practices explains your rights about your medical information. 

• Section 3 explains how the SBH-ASO may use or share your medical information. 

• Section 4 explains how you may ask for help to understand your rights or to complain about 
privacy practices. 

 
 

Please look at the Notice for more complete information. 
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Effective Date: May 19, 2023 

NOTICE OF PRIVACY PRACTICES 

THIS NOTICE DESCRIBES HOW MEDICAL INFORMATION ABOUT YOU MAY BE USED AND 
DISCLOSED AND HOW YOU CAN GET ACCESS TO THIS INFORMATION.   

PLEASE REVIEW IT CAREFULLY. 

The Salish Behavioral Health Administrative Services Organization (SBH-ASO) respects your privacy.  
We understand that your medical information is very sensitive.  We will not disclose your medical 
information to others unless you allow us to do so, or the law allows us to do so.  

This notice will tell you about the ways in which we may use and disclose medical information about 
you.  We also describe your rights and certain obligations we have regarding the use and disclosure of 
your medical information.   
 
1. SBH-ASO DUTIES 

We are required by law to:  

▪ Make sure that medical information that identifies you is kept private;   

▪ Give you this Notice upon your request; and 

▪ Follow the terms of the Notice of Privacy Practices that is currently in effect. 

We reserve the right to change the terms of our Notice of Privacy Practices.  We also reserve the 
right to make the revised or changed notice effective for medical information we already have about 
you as well as any information we receive in the future. The notice will contain on the first page, in 
the top right-hand corner, the effective date. A copy of the current notice will be posted in our office 
and at the offices of our contracted providers. You may also receive the most recent copy of this 
notice by calling and asking for it or visiting our office to pick one up.  

2. YOUR MEDICAL INFORMATION RIGHTS 

You have the following rights regarding medical information we maintain about you: 

▪ Right to Inspect and Copy:  You may request access to your medical record and billing 
records maintained by us in order to inspect and request copies of the records.  You may also 
request a copy of your medical records in electronic form, if readily available. All requests for 
access must be made in writing.  Under limited circumstances, we may deny access to your 
records.  We may charge a fee for the costs of copying and sending you any records 
requested.   

▪ Right to Amend:  If you believe the medical information we maintain about you is incorrect or 
incomplete, you have the right to request that we amend your medical information.  Your 
request must be in writing, and it must explain why the information should be amended.  We 
may deny your request under certain circumstances. 

▪ Right to an Accounting of Disclosures:  Upon written request to the Privacy Officer at our 
office, you may obtain an accounting of certain disclosures of medical information made by us 
after January 1, 2020.  This right applies to disclosures for purposes other than treatment, 
payment or health care operations, excludes disclosures made to you or disclosures otherwise 
authorized by you, and is subject to other restrictions and limitations. 
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▪ Right to Request Restrictions:  You have the right to request a restriction or limitation on the 
medical information we have on record at SBH-ASO. You also have the right to restrict 
disclosure of PHI to a health plan where the disclosure purpose is for payment of health care 
operations and the PHI pertains solely to the health care item of service for which the health 
care provider involved has been paid out of pocket. To request restrictions, you must make 
your request in writing to the Privacy Officer at our office.  In your request, you must tell us (1) 
what information you want to limit; (2) whether you want to limit our use, disclosure or both; and 
(3) to whom you want the limits to apply, for example, disclosures to your spouse.  We are not 
required to agree to your request.  If we do agree, we will comply with your request unless the 
information is needed to provide you emergency treatment. 

▪ Right to Request Confidential Communications:  You have the right to request that we 
communicate with you about medical matters in a certain way or at a certain location.  For 
example, you can ask that we only contact you at work or by mail.  To request confidential 
communications, you must make your request in writing to the Privacy Officer at our office.  We 
will not ask you the reason for your request.  We will accommodate all reasonable requests.  
Your request must specify how or where you wish to be contacted. 

▪ Right to a Paper Copy of This Notice:  You have the right to a paper copy of this Notice of 
Privacy Practices (“Notice”).  You may ask us to give you a copy of this notice at any time.  
Even if you have agreed to receive this notice electronically, you are still entitled to a paper 
copy of this notice.   

You may obtain a copy of this notice at any of our contracted providers.   
 
To obtain a paper copy of this notice, contact the Privacy Officer at our office as listed below.   
 

3. HOW WE MAY USE AND DISCLOSE MEDICAL INFORMATION ABOUT YOU 

We may use and disclose medical information about you without your written authorization for certain 
purposes, except as otherwise described in this Notice.  The examples provided in each category are 
not meant to be exhaustive, but instead are meant to describe the types of uses and disclosures that 
are permissible under federal and state law.  

• For Treatment: Though we do not provide treatment directly, we may disclose medical 
information about you that your health care provider requests to help them with your medical 
treatment or services.  For example, we may disclose treatment summaries that are sent to our 
office to a health care provider who is involved with your care.    

• For Health Care Operations:  We may use and disclose medical information for operational 
purposes.  For example, members of our staff routinely review records to assess quality and to 
improve the services provided to you.    

• For Payment:  We may use and disclose your medical information so that we can process 
payments for services provided to you.  For example, when we request payment from the state, 
the state needs information such as your diagnoses, services performed or recommended care 
in order to authorize these payments.   

• Notifications: We may disclose medical information about you to assist in disaster relief 
efforts. 



 

  Notice of Privacy Practices 
Page 4 of 5 

• Service Information: We may use your medical information to inform you of treatment 
alternatives and/or health-related products or services that may be of interest to you and are 
provided by us, included in your plan of benefits or otherwise available to you.    

• As Required by Law:  We will disclose medical information about you when required to do so 
by federal, state or local law. 

• To Avert a Serious Threat to Health or Safety:  We may use and disclose medical 
information about you when necessary to prevent a serious threat to your health and safety or 
the health and safety of the public or another person.  Any disclosure, however, would only be 
to someone able to help prevent or lessen the threat.   

• Public Health:  We may disclose medical information about you for public health and safety 
activities as allowed or required by law.  

• About Victims of Abuse, Neglect or Domestic Violence:  We may disclose medical 
information when we believe that you may be a victim of abuse, neglect or domestic violence.  
We will only make this disclosure if you agree or when required or authorized by law. 

• Law Enforcement:  We will disclose medical information about you to law enforcement when 
allowed or required to do so by federal, state or local law. 

• Court Proceedings:  We may disclose medical information about you for court proceedings as 
allowed or required to do so by federal, state or local law.  

• Health Oversight Activities:  We may disclose medical information to a health oversight 
agency for activities authorized by law.  These oversight activities include, for example, audits, 
investigations, inspections, and licensure of SBH-ASO.  These activities are necessary for the 
government to monitor the health care system, government programs, and compliance with 
civil rights laws. 

• Research:  We may disclose your medical information to researchers when their research has 
been approved by an Institutional Review Board or a similar privacy board that has reviewed 
the research protocol and established protocols to ensure the privacy of your medical 
information.   

• Special Government Functions: We may release medical information about you to authorized 
federal officials, so they may provide protection to the President, other authorized persons or 
foreign heads of state, for intelligence, counterintelligence, and other national security activities 
authorized by law.   

• Inmates:  If you are an inmate of a correctional institution or under the custody of a law 
enforcement official, we may release medical information about you to the correctional 
institution or law enforcement official.  This release would be necessary (1) for the institution to 
provide you with medical care; (2) to protect your health and safety or the health and safety of 
others; or (3) for the safety and security of the correctional institution. 

•  Business Associates:  Some or all of your protected health information may be subject to 
disclosure through contracts for services with business associates, outside of SBH-ASO.  
Examples include, but are not limited to, other health care entities, attorneys, shredding 
companies and transcription services.  When these services are contracted, we may disclose 
your information to our business associate so that they can perform the job we’ve asked them 
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to do.  We require all of our business associates to agree in writing and appropriately 
safeguard your information in accordance with HIPAA privacy and security standards.   

• For Children Under age 13:  Both parents, regardless of custody, have equal right to access 
and consent for the release of information. The only circumstance where a parent may lose this 
right is when there has been a formal termination of parental rights by a court of law (RCW 
26.09.225) or if a court ordered parenting plan gives exclusive rights to one of the parents. A 
parent’s right to access information may also be denied if access to the information places the 
minor at risk.   

• Guardians and Guardians ad litem:  Information may be shared with your Guardian or a 
Guardian ad litem as necessary to fulfill his/her court assigned duties as authorized by Court 
orders. 

• DCYF/CPS/APS:  If reporting possible abuse, information about the victim must be shared to 
facilitate the investigation. 

 
Other uses and disclosures of medical information not covered by this notice or the laws that apply to 

us will be made only with your written permission.  If you provide us permission to use or disclose 

medical information about you, you may revoke that permission, in writing, at any time.  If you revoke 

your permission, we will no longer use or disclose medical information about you for the reasons 

covered by your written authorization. You understand that we are unable to take back any disclosures 

we have already made with your permission, and that we are required to retain our records of the care 

that we provided to you. 

4. TO ASK FOR HELP OR COMPLAIN 

If you have questions, want more information, or want to report a problem about the handling of your 
medical information, you may contact the Behavioral Health Advocate Services at 1-800-366-3103 or 
the Salish BH-ASO Privacy Officer at 1-800-525-5637 or 360-337-7050. 

If you believe your privacy rights have been violated, you may file a grievance with the assistance of the 
Behavioral Health Advocate for the Salish Region at 360-481-6561 (salish@obhadvocacy.org); or 
Privacy Officer at Salish Behavioral Health Administrative Services Organization, 614 Division Street 
MS-23, Port Orchard, WA 98366-4676.  You may also file a complaint with the Secretary of the 
Department of Health and Human Services.  All complaints must be submitted in writing.  

We respect your right to file a grievance with us or a complaint with the Secretary of Health and Human 
Services.  If you choose to take this action, we will not retaliate against you. 

mailto:salish@obhadvocacy.org

